
Coverage is subject to underwriting and the terms, conditions, and limits of the issued policy.

The admitted policy offered by Acrisure Cyber is provided by CFC USA Inc., licensed in all 50 states. NY licence # PC-1548915. 
CA admitted licence is held under the trading name of CFC General Insurance Agency Inc.

Market-leading cyber coverage

Acrisure Cyber’s broad cyber coverage is specially designed 
for small businesses, addressing a broad range of technology-
related risks, from ransomware attacks that halt business 
operations to phishing attacks that result in lost payments 
through wire transfer fraud.  

Award-winning cyber claims service

Acrisure Cyber is backed by one of the largest dedicated in-
house cyber claims teams in the world, consisting of dozens 
of expert cyber incident responders and specialist cyber 
claims handlers that manage thousands of claims each year. 
What’s more, this team is supported by a large network of local 
specialist partners, allowing the coordination of a response no 
matter where policyholders are located. 

Policyholders also have access to the world’s first cyber incident 
response app featuring quick claims notifications as well as 
cyber threat advisories relevant to their business.

Free risk management tools

From privacy breach monitoring and cybersecurity awareness 
videos to tailored employee training and incident response 
templates, Acrisure Cyber’s proactive risk management tools 
are free to policyholders and designed to help businesses better 
protect themselves against cyber risk as well as recover faster if 
something goes wrong. 

Core features

Who’s it for? 

Most businesses including healthcare providers, retailers, 
educational facilities, professional services firms, energy 
companies, transportation and logistics companies and 
financial services providers.

What does it cover? 

•	 �Cyber incident response costs (including IT forensics, 
legal, breach notification and crisis communications)

•	 �Cybercrime (including social engineering, theft of 
personal funds, cyber extortion, ransomware attacks 
and unauthorized use of computer resources)

•	 �System damage and business interruption (including 
full data recovery, income loss and extra expense, 
additional extra expense, consequential reputational 
harm and hardware repair and replacement)

•	 �Network security and privacy liability (including 
management liability arising from a cyber events and 
regulatory fines and penalties)

•	 �Media liability (including defamation and intellectual 
property rights infringement)

•	 Technology errors and omissions

•	 Court attendance costs

Policy brochure

Overview 
Cyber risk is an exposure that no modern business can escape, and the financial impact of 
cybercrime, business interruption, and privacy events are now felt within all industries. With 
solutions designed for businesses of all sizes, Acrisure Cyber provides cutting-edge, innovative 
cover to protect against the very real and growing threats of the digital age.

C Y B E R



Cyber claims and 
risk management C Y B E R

In order to bring you Acrisure Cyber, Acrisure has teamed up with CFC, one of the leading providers of cyber 
insurance, who have over 20 years’ experience providing cyber coverages to businesses just like yours. CFC’s 
dedicated in-house incident response team is available 24/7 to support you should you experience a cyber 
incident and also offers Acrisure Cyber clients a range of risk management services, free of charge.

Detect
Cyber risk rating report 
Bitsight will review key features of your 
company’s internet presence on request 
and provide you with a cyber security 
rating, allowing you to benchmark 
yourself against peers and competitors. 
This tool also gets you 30-day trial access 
to the BitSight Portal.

Breach alerts 
Skurio breach monitoring service 
continually searches the dark web for 
information specific to your organization 
and alerts you in real-time to possible 
breaches of your data.

Prevent
Phishing-focused training 
CyberRiskAware is an eLearning tool that 
tackles the human vulnerabilities in your 
business, equipping your team to identify 
and prevent phishing attacks and other 
social engineering campaigns.

Cyber risk awareness videos 
Ninjio offers a large library of fun and 
engaging cyber risk awareness videos 
that cover a wide variety of scenarios, 
from business email compromise to 
cryptojacking.

Respond
Cyber incident response planner 
CFC’s incident response team delivers 
a unique toolkit combining multiple 
templates and practical advice to help you 
produce a tailored incident response plan 
in case the worst happens. By building 
a robust plan you can effectively reduce 
the impact of a cyber event and ensure 
all appropriate parties are engaged at the 
right time and in the right way.

Partnering with:

Risk management services

CFC has twenty years of cyber claims experience and a technical team dedicated 
to helping businesses mitigate cyber attacks and get back online quickly.

Strong team to get you 
back up and running

Cyber claims handled 
every month

Average minutes  
to respond

35+125+ <15

Cyber claims


